**Защита.**
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        Когда используется механизм защиты, каждое обращение к памяти должно удовлетворять целому ряду условий защиты. Все проверки выполняются до начала обращения к памяти и любые нарушения приводят к генерации исключений. Эти проверки происходят одновременно с трансляцией адреса и не приводят к потере производительности.   
        Проверки защиты делятся на следующие категории:

|  |  |
| --- | --- |
|  | Проверка предела. |
|  | Проверка типа. |
|  | Проверка уровня привилегий. |
|  | Ограничение адресного пространства. |
|  | Ограничение входных точек процедуры. |
|  | Ограничение набора команд. |

        В данном разделе рассматривается механизм защиты, применяемый в защищённом режиме. Защита в режиме реальных адресов и виртуального 8086 рассматривается в разделе "Режим виртуального процессора 8086".

**1.1. Разрешение и запрещение защиты сегментов и страниц.**

        Установка флага PE в регистре CR0 заставляет процессор переключиться в защищённый режим, который в свою очередь автоматически обеспечивает механизм защиты, причём та его часть, которая отвечает за защиту по привилегиям, может вообще не использоваться, если программа, работающая в защищённом режиме использует все дескрипторы и селекторы на нулевом уровне привилегий.   
        Защита на уровне страниц автоматически обеспечивается при включении страничного преобразования установкой бита PG в CR0. Эту защиту можно отключить, выполнив следующие операции:

|  |  |
| --- | --- |
|  | Сбросить флаг WP в регистре CR0. |
|  | Установить флаги R/W и (U/S) в каждом элементе каталога и таблиц страниц. |

        Эти действия делают каждую страницу доступной для чтения и записи с любого уровня привилегий, что отменяет защиту на уровне страниц.

**1.2. Поля и флаги, используемые для защиты на уровне сегментов и страниц.**

|  |  |
| --- | --- |
|  | **Флаг типа дескриптора (S)** - (4-й бит байта прав доступа дескриптора). Определяет вид дескриптора - если 0, то он описывает системный объект, если 1, то сегмент кода или данных. |
|  | **Поле типа дескриптора** - (Биты 0..3 байта прав доступа). Определяет тип системного объекта, сегмента кода или данных. |
|  | **Поле предела дескриптора** - (Биты 0..15 и 48..51 в дескрипторе). Определяют размер сегмента в единицах размера (байтах или 4Кб страницах). |
|  | **Флаг гранулярности G** - (Бит 55 дескриптора). Определяет единицы измерения размера сегмента: 0 - сегмент измеряется в байтах, 1 - в 4Кб страницах. |
|  | **Флаг E** - (Бит 2 байта прав доступа дескриптора сегмента данных). Определяет расширение сегмента: 0 - адреса растут вверх (как в обычном сегменте), 1 - вниз (т.е. наоборот). |
|  | **Поле уровня привилегий дескриптора (DPL)** - (Биты 5 и 6 байта прав доступа). Определяют уровень привилегий сегмента. |
|  | **Поле запрошенного уровня привилегий (RPL)** - (Биты 0 и 1 любого селектора сегмента). Содержат запрашиваемый уровень привилегий при обращении к дескриптору. |
|  | **Поле текущего уровня привилегий (CPL)** - (Биты 0 и 1 регистра CS). Содержат уровень привилегий текущей процедуры. |
|  | **Флаг пользователя/системы (User/Supervisor) (U/S)** - (Бит 2 элемента каталога или таблицы страниц). Определяют тип страницы: 0 - системный, 1 - пользовательский. |
|  | **Поле чтения/записи (Read/write) (R/W)** - (Бит 1 элемента каталога или таблицы страниц). Определяет тип доступа к странице: 0 - только чтение, 1 - чтение и запись. |

**1.3. Проверка предела.**

        Проверка предела дескриптора сегмента не позволяет программе обращаться за пределы сегмента. Значение предела зависит от флага гранулярности (G) дескриптора. Предел определяет максимальное значение смещения в сегменте.   
        Для сегментов данных, расширяющихся вниз, предел определяет последний адрес, доступ к которому запрещён внутри сегмента. Допустимыми будут адреса в диапазоне от (предел + 1) до FFFFh, если флаг D=0 и от (предел + 1) до FFFFFFFFh, если D=1. Максимальный размер такие сегменты имеют с пределом, равным нулю.   
        Процессор также проверяет пределы дескрипторных таблиц GDT, IDT, LDT и текущего сегмента TSS, не позволяя обращаться за их пределы.

**1.4. Проверка типа**

        Дескриптор сегмента содержит информацию о типе в двух элементах:

|  |  |
| --- | --- |
|  | Флаг S (тип дескриптора). |
|  | Поле типа. |

        Процессор использует эту информацию для определения ошибочных действий программ, когда они пытаются использовать сегмент или шлюз неправильным или несоответствующим образом.   
        Флаг S определяет, описывает дескриптор системный объект или сегмент кода или данных. Поле типа содержит 4 дополнительных бита, определяя различные типы дескрипторов.   
        В таблице 1-1 приведены значения поля типа дескрипторов, в таблице 1-2 приведены значения полей для системных дескрипторов.

        Процессор проверяет значение типа несколько раз, когда оперирует селекторами и дескрипторами. Далее приведены примеры типичных операций, где происходит проверка типов:

|  |  |
| --- | --- |
| - | В регистр CS можно загрузить только селектор сегмента кода. |
| - | Селектор сегмента нечитаемого кода нельзя загружать в сегментные регистры данных (DS, ES, FS и GS). |
| - | В регистр SS можно загружать только селектор сегмента данных, разрешённого для записи. |
| - | В LDTR можно загрузить можно загрузить только селектор для LDT. |
| - | В TR можно загрузить можно загрузить только селектор для TSS. |
| - | Нельзя записывать в сегмент кода. |
| - | Нельзя записывать в сегмент данных, предназначенный только для чтения. |
| - | Нельзя читать из сегмента кода, предназначенного только для выполнения. |
| - | Команда LAR должна обращаться к дескриптору сегмента или шлюза для сегментов LDT, TSS, шлюзу вызова, шлюзу задачи, сегменту кода или данных. |
| - | Команда LSL должна обращаться к дескриптору сегмента LDT, TSS, кода или данных. |
| - | Элементом IDT может быть только шлюзы прерывания, ловушки или вызова. |
| - | При выполнении команд FAR CALL и FAR JMP процессор проверяет тип дескриптора, селектор которого содержится в адресе назначения этих команд. Если это дескриптор сегмента кода или шлюза вызова, то происходит передача управления по этому адресу; если дескриптор описывает TSS или шлюз задачи, то происходит переключение задач. |

**Таблица 1-1. Тип сегмента**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Бит # | 11 | 10 | 9 | Тип |  |
| Название |  | E | W |
|  | 0 | 0 | 0 | Данные | Только чтение |
| 0 | 0 | 1 | Данные | Чтение и запись |
| 0 | 1 | 0 | Данные | Только чтение, расширяется вниз |
| 0 | 1 | 1 | Данные | Чтение и запись, расширяется вниз |
|  | | | | | |
|  | 1 | 0 | 0 | Код | Только выполнение |
| 1 | 0 | 1 | Код | Только выполнение |
| 1 | 1 | 0 | Код | Только выполнение, согласованный |
| 1 | 1 | 1 | Код | Выполнение и считывание, согласованный |

**Таблица 1-2. Типы системных объектов**

|  |  |  |
| --- | --- | --- |
| **Значе- ние** | **Поле типа1  биты: 3 2 1 0** | **Системный объект** |
| 0 | 0 0 0 0 | Зарезервировано |
| 1 | 0 0 0 1 | 16-разрядный TSS (Свободный)2 |
| 2 | 0 0 1 0 | LDT |
| 3 | 0 0 1 1 | 16-разрядный TSS (Занятый)2 |
| 4 | 0 1 0 0 | 16-разрядный шлюз вызова (call gate) |
| 5 | 0 1 0 1 | Шлюз задачи (task gate) |
| 6 | 0 1 1 0 | 16-разрядный шлюз прерывания (interrupt gate) |
| 7 | 0 1 1 1 | 16-разрядный шлюз ловушки (trap gate) |
| 8 | 1 0 0 0 | Зарезервировано |
| 9 | 1 0 0 1 | 32-разрядный TSS (Свободный)2 |
| 10 | 1 0 1 0 | Зарезервировано |
| 11 | 1 0 1 1 | 32-разрядный TSS (Занятый)2 |
| 12 | 1 1 0 0 | 32-разрядный шлюз вызова (call gate) |
| 13 | 1 1 0 1 | Зарезервировано |
| 14 | 1 1 1 0 | 32-разрядный шлюз прерывания (interrupt gate) |
| 15 | 1 1 1 1 | 32-разрядный шлюз ловушки (trap gate) |

Примечания:

|  |  |
| --- | --- |
| **1.** | Полем типа в дескрипторе системного объекта являются 4 бита в 5-м байте дескриптора или его битами 40..43. |
| **2.** | Для дескрипторов TSS второй по счёту бит в поле типа называется B от слова "Busy" и этот бит отражает занятость задачи: 1/0 - задача занята / свободна. |

**1.5. Проверка нулевого селектора сегмента.**

        Попытка загрузки нулевого селектора в регистр CS или SS приводит к генерации исключение общей защиты (#GP). Этот селектор можно загружать в регистры DS, ES, FS или GS, но тогда обращение через них к памяти приводит к генерации такого же исключения.
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**2.1. Уровни привилегий.**

        Механизм защиты использует 4 уровня привилегий - от 0 до 3. Большее значение соответствует меньшим привилегиям. На рис. 2-1 показано, как эти уровни привилегий могут быть интерпретированы как кольца защиты. Центр, предназначенный для наиболее привилегированного кода, данных и стека, используется для сегментов, содержащих наиболее важные компоненты системы, такие, как ядро операционной системы. Внешние кольца используются для менее важных частей системы. Для систем, использующих только два из четырёх уровней привилегий, рекомендуется использовать уровни 0 и 3.
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**Рисунок 2-1. Кольца защиты.**

Примечания:

|  |  |
| --- | --- |
| **1.** | "PL" означает "уровень привилегий" (сокращение от англ. Privilege Level). |
| **2.** | Синим цветом выделено рекомендуемое расположение компонентов операционной системы |

        Когда процессор обнаруживает нарушение использования уровней привилегий, он генерирует исключение общей защиты. Процессор использует три обозначения уровней привилегий:

|  |  |
| --- | --- |
|  | **Текущий уровень привилегий - CPL** (Current privilege level). CPL - это уровень привилегий текущего исполняемого кода. Он хранится в битах 0 и 1 регистров CS и SS. Обычно, CPL равен уровню привилегий сегмента кода, из которого выбираются команды. Процессор меняет CPL, когда управление передаётся сегменту кода с другим уровнем привилегий. CPL интерпретируется немного иначе, когда управление передаётся подчинённому сегменту кода. Подчинённый сегмент кода доступен с тех уровней привилегий, которые численно не меньше, чем DPL подчинённого сегмента кода. CPL не меняется, когда происходит передача управления на подчинённый сегмент кода, имеющий уровень привилегий, отличный от CPL. |
|  | **Запрашиваемый уровень привилегий - RPL** (Requested privilege level). RPL - это уровень привилегий, назначаемый селекторам сегментов. Он хранится в битах 0 и 1 селектора сегмента. Процессор проверяет RPL совместно с CPL, определяя возможность доступа к сегменту. Даже если программа или задача, запрашивающая доступ к сегменту, имеет достаточные привилегии для доступа, доступ будет запрещён, если RPL не имеет достаточных привилегий. Таким образом, если RPL селектора сегмента численно превосходит CPL, то значение RPL будет решающим и наоборот. RPL можно использовать для обеспечения того, что привелигерованный код не обратится к сегменту от имени прикладной программы, пока эта программа не получит достаточных на то привилегий. |
|  | **Уровень привилегий дескриптора - DPL** (Descriptor privilege level). DPL - это уровень привилегий сегмента или шлюза. Он хранится в поле DPL дескриптора сегмента или шлюза. При попытке доступа из текущего сегмента кода к другому сегменту кода или шлюзу, DPL целевого дескриптора сравнивается с CPL и RPL. В зависимости от типа сегмента или шлюза, DPL интерпретируется следующим образом:   |  |  | | --- | --- | | **-** | **Сегмент данных.** DPL определяет наибольший номер уровня привилегий, который программа или задача может иметь для доступа к этому сегменту. Например, если DPL сегмента данных равен 1, то только программы, работающие на уровнях 0 и 1 (т.е. имеющие CPL 0 или 1) могут обращаться к этому сегменту. | | **-** | **Неподчинённый (т.е. обычный) сегмент кода, без использования шлюза вызова.** DPL определяет уровень привилегий, который должна иметь программа или задача для доступа к этому сегменту. Например, если DPL неподчинённого сегмента кода равен 0, то только программа, работающая на CPL = 0 может обратиться к этому сегменту. | | **-** | **Шлюз вызова.** DPL определяет номер наибольшего уровня привилегий, который может иметь текущая программа или задача для доступа к этому шлюзу вызова (правило доступа - такое же, как и для сегмента данных). | | **-** | **Подчинённый или неподчинённый сегмент кода, доступный через шлюз вызова.** DPL определяет наименьший номер уровня привилегий, который должна иметь программа или задача для доступа к этому сегменту. Например, если DPL подчинённого сегмента кода равен 2, то к нему будут иметь доступ только программы с CPL 2 или 3. | | **-** | **TSS.** DPL определяет наибольший номер уровня привилегий, с которого программа или задача может обратиться к этому TSS (правила доступа - такие же, как и для сегмента данных). | |

        Уровни привилегий проверяются, когда селектор дескриптора сегмента загружается в сегментный регистр. Проверки, используемые для доступа к данным отличаются от проверок, используемых для передачи управления другим сегментам кода. Эти два типа проверок рассматриваются далее отдельно.

**2.2. Проверка уровня привилегий при доступе к сегментам данных.**

        Для доступа к операнду в сегменте данных, необходимо загрузить в сегментный регистр (DS, ES, FS или GS) селектор дескриптора сегмента данных. Для этого предназначены команды MOV, POP, LDS, LES, LFS и LGS.   
        Перед тем, как загрузить селектор в сегментный регистр, процессор проверяет уровень привилегий, сравнивая уровень привилегий текущего кода (CPL), RPL селектора и DPL дескриптора. Загрузка селектора производится, когда DPL больше либо равен CPL или RPL, иначе загрузка не произойдёт и процессор сгенерирует исключение общей защиты.

        Адресное пространство процедуры или задачи зависит от значения её CPL. Когда CPL = 0, доступны сегменты данных на всех уровнях привилегий, при CPL = 1 - на уровнях 1, 2 и 3, при CPL = 3 - только на 3-м уровне.   
        Прикладная программа может изменить RPL селектора, например, установить его в 0, и тогда проверка доступа будет осуществляться только по CPL.

**2.3. Доступ к данным в сегменте кода.**

        В некоторых случаях может понадобиться доступ к данным (точнее - чтение), содержащимся в сегменте кода; для этого возможны следующие способы:

|  |  |
| --- | --- |
|  | Загрузить в сегментный регистр данных селектор сегмента кода, разрешённого для чтения. |
|  | Использовать префикс замены сегмента (CS) для чтения сегмента кода, разрешённого для чтения, чей селектор уже загружен в регистр CS. |

**2.4. Проверка уровня привилегий при загрузке регистра SS.**

        Уровень привилегий стека должен быть таким же, как и у кода, т.е. RPL селектора сегмента стека должен быть равен его DPL и CPL сегмента кода. В противном случае, генерируется исключение общей защиты.

Глава 3. Межсегментная и межуровневая передача управления. ![http://top.list.ru/counter?id=213421;js=13;r=http%3A//sasm.narod.ru/docs/pm/pm_pr/chap_2.htm;j=false;s=1280*1024;d=24;rand=0.949226079622671](data:image/gif;base64,R0lGODlhAQABAIAAAMDAwAAAACH5BAEAAAAALAAAAAABAAEAAAICRAEAOw==)

        Для передачи управления из одного сегмента кода в другой, селектор целевого сегмента должен быть загружен в регистр CS. При загрузке процессор проверит в дескрипторе этого сегмента его предел, тип и уровень привилегий. Если проверка была успешной, то селектор будет загружен и произойдёт передача управления.   
        Передача управления осуществляется командами JMP, CALL, RET, SYSENTER, SYSEXIT, INT n и IRET.   
        Команда JMP или CALL может ссылаться на другой сегмент любым из 4-х способов:

|  |  |
| --- | --- |
|  | Операнд команды содержит селектор целевого сегмента. |
|  | Операнд указывает на дескриптор шлюза вызова, который содержит селектор целевого сегмента. |
|  | Операнд указывает на TSS, в котором содержится целевой сегмент кода. |
|  | Операнд указывает на шлюз задачи, который указывает на TSS, в котором содержится целевой сегмент кода. |

        Команды SYSENTER и SYSEXIT предназначены для быстрого вызова и возврата системных процедур; их действия описаны в главе 5.   
        Близкие формы команд JMP, CALL и RET передают управление внутри текущего сегмента кода и проверка уровня привилегий не производится. Дальние формы этих команд передают управление в другой сегмент и при этом происходит проверка уровня привилегий.   
        При передаче управления в другой сегмент кода без перехода через шлюз вызова, процессор проверяет 4 типа уровней привилегий и тип сегмента:

|  |  |
| --- | --- |
|  | CPL сегмента кода, из которого происходит передача управления. |
|  | DPL дескриптора сегмента кода, в который происходит передача управления. |
|  | RPL селектора целевого сегмента. |
|  | Флаг подчинения C в дескрипторе целевого сегмента кода ( C=1/0 - сегмент подчинённый / неподчинённый). |

        Правила, по которым процессор проверяет CPL, RPL и DPL зависят от значения флага C.

**Доступ к неподчинённому сегменту кода.**

        При доступе к неподчинённому сегменту кода, CPL вызывающей процедуры должен быть равен DPL целевого сегмента кода, иначе процессор сгенерирует исключение общей защиты.   
        RPL селектора неподчинённого сегмента кода должен быть численно не больше CPL текущего кода. Когда такой селектор загружается в CS, поле привилегий CPL не меняется, даже если RPL имеет другое значение.

**Доступ к подчинённому сегменту кода.**

        При доступе к подчинённому сегменту кода, CPL вызывающей процедуры должен быть численно не меньше DPL целевого сегмента, иначе процессор генерирует исключение общей защиты. Для подчинённого сегмента поле RPL селектора не учитывается.   
        Для подчинённого сегмента кода DPL показывает численно наименьший уровень привилегий, которая может иметь вызывающая процедура для доступа в него.   
        При передаче управления подчинённому сегменту кода, CPL не меняется, даже если DPL целевого сегмента меньше, чем CPL. Эта ситуация - единственная, когда CPL отличается от DPL. Кроме того, т.к. CPL не меняется, то не происходит смены стека.   
        Подчинённые сегменты используются для таких модулей, как математические библиотеки и обработчики исключений, которые поддерживают приложения, но не требуют доступа к защищённым ресурсам системы. Эти модули являются частью ОС, но они могут выполняться на численно большем уровне привилегий (т.е. менее привилегированном). То, что CPL не меняется при переходе на подчинённый сегмент, ограничивает прикладную программу от доступа к более привилегированным ресурсам (коду и данным).   
        Большая часть сегментов кода - не подчинённые и в них передавать управление можно только на их уровне привилегий, кроме случаев перехода через шлюзы вызова, описанного в следующей главе.
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        Для обеспечения контролируемого доступа к сегменту кода на другом уровне привилегий, процессор предоставляет 4 специальных типа дескрипторов, так называемых шлюзов:

|  |  |
| --- | --- |
|  | Шлюз вызова (Call gate) |
|  | Шлюз ловушки (Trap gate) |
|  | Шлюз прерывания (Interrupt gate) |
|  | Шлюз задачи (Task gate) |

        Шлюзы ловушки и прерывания используются в дескрипторной таблице прерываний (IDT) и описаны в разделе ["Прерывания в защищённом режиме"](http://sasm.narod.ru/docs/pm/pm_int/main.htm). Шлюз задачи используется для передачи управления задаче и подробно описан в разделе ["Мультизадачность"](http://sasm.narod.ru/docs/pm/pm_tss/main.htm). Здесь же описан только шлюз вызова.

        Шлюз вызова позволяет передавать управление с одного уровня привилегий на другой. Также шлюз вызова полезен при передаче управления между 16- и 32-разрядным кодом.   
        На рис. 4-1 приведен формат дескриптора шлюза вызова.
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**Рисунок 4-1. Формат дескриптора шлюза вызова**

        Этот дескриптор можно размещать в GDT и LDT, но не в IDT. Дескриптор шлюза вызова выполняет 6 функций:

|  |  |
| --- | --- |
|  | Определяет сегмент кода, к которому будет доступ. |
|  | Определяет точку входа в этом сегменте. |
|  | Определяет уровень привилегий, который должна иметь вызывающая процедура. |
|  | При смене стека, он указывает число необязательных параметров, копируемых процессором из одного стека в другой. |
|  | Определяет размер значений, записываемых в целевой стек: 16-разрядный шлюз использует 16-разрядные значения, 32-разрядный - 32-разрядные. |
|  | Определяет присутствие шлюза вызова. |

        Поле селектора в шлюзе вызова определяет целевой сегмент кода, смещение задаёт точку входа. DPL определяет уровень привилегий шлюза вызова, который должна иметь процедура, чтобы передать управление через него.   
        Флаг P определяет присутствие дескриптора шлюза вызова в памяти. Поле счётчика определяет число параметров (16- или 32-разрядных, в зависимости от разрядности шлюза), копируемых из стека вызывающей процедуры в стек вызываемой процедуры (если происходит смена стека).   
        Как правило, флаг P (присутствие дескриптора) всегда установлен, если же он сброшен (т.е. равен 0), то при обращении к шлюзу процессор генерирует исключение неприсутствующего сегмента (#NP). Используя бит P система может определить число переходов через этот шлюз. Для этого бит присутствия шлюза сбрасывается, а функции обработчика исключения #NP сводятся к увеличению на 1 счётчика переходов через шлюз и установке бита P. После возврата из такого обработчика процессор снова попытается передать управление через шлюз и сделает это, если больше никаких нарушений в нём не обнаружит.

        Шлюз вызова по сути определяет дальнюю точку входа (селектор:смещение) для процедуры. При передаче управления через шлюз вызова, вызывающая процедура должна использовать далёкий адрес, селектор которого указывает на шлюз, смещение при этом будет проигнорировано процессором (см. рис. 4-2). Селектор, указанный в шлюзе вызова, может выбирать дескриптор из GDT или LDT.

![http://sasm.narod.ru/docs/pm/pm_img/pm_pr_42.gif](data:image/gif;base64,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)  
**Рисунок 4-2. Использование шлюза вызова**

        При передаче управления через шлюз вызова, используются 4 типа уровней привилегий:

|  |  |
| --- | --- |
|  | CPL, |
|  | RPL селектора шлюза вызова, |
|  | DPL дескриптора шлюза вызова, |
|  | DPL дескриптора целевого сегмента кода. |

        Также учитывается флаг C (подчинение) в дескрипторе сегмента кода.

        Правила проверки уровня привилегий отличаются, в зависимости от того, какой командой было передано управление (см. таб. 4-1):

**Таблица 4-1. Правила проверки уровня   
привилегий для шлюза вызова.**

|  |  |
| --- | --- |
| **Команда** | **Правила проверки привилегий** |
| CALL | CPL ≤ DPL шлюза вызова  RPL ≤ DPL шлюза вызова  DPL целевого подчинённого сегмента ≤ CPL  DPL целевого неподчинённого сегмента ≤ CPL |
| JMP | CPL ≤ DPL шлюза вызова  RPL ≤ DPL шлюза вызова  DPL целевого подчинённого сегмента ≤ CPL  DPL целевого неподчинённого сегмента = CPL |

        Поле DPL дескриптора шлюза вызова определяет наибольший номер уровня привилегий, с которого вызывающая процедура может обращаться к шлюзу. Таким образом, для доступа к шлюзу CPL вызывающей процедуры должен быть не больше DPL шлюза.   
        RPL селектора шлюза вызова должен удовлетворять тем же условиям, что и CPL вызывающей процедуры, т.е. RPL должен быть не больше DPL шлюза.

        Если проверка уровня привилегий между вызывающей процедурой и шлюзом вызова успешна, то процессор проверяет DPL дескриптора сегмента кода, сравнивая его с CPL вызывающей процедуры.   
        Правила проверки уровня привилегий отличаются для команд JMP и CALL. Только команда CALL может использовать шлюз вызова для передачи управления более привилегированному неподчинённому сегменту кода (т.е., чей DPL ≤ CPL). Команда JMP может использовать шлюз вызова только для передачи управления в неподчинённый сегмент кода с DPL = CPL. Команды JMP и CALL обе могут передавать управление более привилегированному подчинённому сегменту кода (т.е., чей DPL ≤ CPL).   
        Если вызов производится на более привилегированный неподчинённый сегмент кода, то CPL опускается до значения DPL и производится переключение стека. Если же передача управления происходит в подчинённый сегмент кода, то CPL не меняется и стек не переключается.

        Шлюзы вызова позволяют одному сегменту кода иметь доступ к процедурам, располагающимся на разных уровнях привилегий. Например, операционная система, находящаяся в сегменте кода, может иметь некоторые сервисы, которые могут использоваться как ею самой, так и прикладными программами (например, процедуры по обработке ввода/вывода символов).

**5.1. Переключение стека.**

        Когда шлюз вызова используется для передачи управления более привилегированному неподчинённому сегменту кода (т.е., чей DPL < CPL), процессор автоматически переключает стек на другой, находящийся на уровне привилегий вызываемого сегмента. Благодаря переключению стека такая ситуация, как нехватка стека, не произойдёт для привилегированной процедуры, к тому же это защищает привилегированную процедуру от вмешательства в её стек со стороны вызывающей процедуры.   
        Каждая задача должна определить до 4-х стеков: один - для прикладного кода, работающего на уровне привилегий 3, и один для каждого уровня привилегий - 0, 1 и 2. Если используются только два уровня - 0 и 3, то нужно определить только стек для 0-го. Каждый из этих стеков (селектор и смещение) определён в сегменте состояния задачи. Их значения предназначены только для чтения и процессор не меняет их в процессе выполнения задачи; они предназначены для создания новых стеков при вызове более привилегированных процедур. Значения, описанные в полях для SS:EIP соответствуют 3-му уровню привилегий. Для такого стека не выделено отдельное поле, потому что процессор не допустит передачи управления с уровня 0..2 на 3 (разве что, только при возврате из процедуры).   
        Каждый раз, при переключении на меньший уровень привилегий, процессор создаёт новый стек, используя значения из TSS и после возврата из привилегированной процедуры, этот стек больше не используется (обычно - уничтожается).   
        О создании и удалении стеков должна заботиться операционная система. Стеки должны быть достаточного размера, чтобы хранить:

|  |  |
| --- | --- |
|  | Содержимое регистров вызывающей процедуры: SS, ESP, CS и EIP. |
|  | Параметров и временных переменных, требуемых вызванной процедуре. |
|  | Регистра EFLAGS и кода ошибки, если есть явный вызов обработчика исключения или прерывания. |

        Стек также должен быть достаточно большой, чтобы учитывать вызовы внутри вызванной процедуры, вложенные процедуры и задачи и обработку прерываний и исключений.   
        Если операционная система не использует мультизадачность, она всё равно должна определить как минимум один TSS для переключения стеков.

        Когда процедура вызывает через шлюз вызова другую, более привилегированную процедуру, процессор выполняет следующие действия:

|  |  |
| --- | --- |
| **1.** | Используя DPL целевого сегмента кода (это - будет новым значением CPL), выбирает из TSS указатель нового стека SSi:ESPi. |
| **2.** | Проверяет селектор и смещение нового стека, при этом любые нарушения приводят к генерации исключения недопустимого TSS (#TS). |
| **3.** | Проверяет дескриптор сегмента стека на соответствующие привилегии и его тип. В случае нарушения - генерирует исключение недопустимого TSS. |
| **4.** | Временно сохраняет текущие значения SS и ESP. |
| **5.** | Загружает селектор сегмента и смещение нового стека в SS:ESP. |
| **6.** | Помещает в новый стек временно сохранённые значения для SS:ESP (см. рис. 5-1) |
| **7.** | Копирует указанное в шлюзе вызова число параметров из стека вызывающей процедуры в новый стек. Если счётчик параметров равен 0, то параметры не копируются. |
| **8.** | Помещает в новый стек адрес возврата в вызывающую процедуру (т.е. текущее значение CS:EIP). |
| **9.** | Загружает новые значения CS:EIP из шлюза вызова и начинает выполнение вызванной процедуры. |
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**Рисунок 5-1. Переключение стека при межуровневом вызове.**

        Параметр "счётчик" в шлюзе вызова указывает число элементов данных (от 0 до 31), которые процессор должен скопировать из стека вызывающей процедуры в стек вызываемой процедуры. Размер параметров зависит от разрядности шлюза вызова.

**5.2. Возврат из вызванной процедуры.**

        Команда RET может использоваться для выполнения близкого возврата и дальнего возврата на тот же или другой уровень привилегий. Близкий возврат возвращает управление внутри текущего сегмента кода и при этом процессор проверяет только предел сегмента.   
        При дальнем возврате на тот же уровень привилегий, процессор проверяет селектор, дескриптор, на который он указывает и новое значение EIP (чтобы оно было в пределах сегмента).   
        Дальний возврат со сменой уровня привилегий разрешается только на менее привилегированный уровень.   
        Процессор использует поле RPL из сохранённого в стеке значения CS (см. рис. 5-1), чтобы определить, нужен ли возврат на менее высокий уровень привилегий. Если это значение RPL численно больше CPL, то происходит возврат на другой уровень привилегий.

**5.3. Быстрый вызов системных процедур командами SYSENTER и SYSEXIT.**

        Команды SYSENTER и SYSEXIT появились в процессоре Pentium II и они предназначены для быстрого вызова системных процедур. Команда SYSENTER позволяет процедуре на не нулевом уровне привилегий вызывать системную процедуру, находящуюся на уровне привилегий 0. Команда SYSEXIT позволяет быстро вернуть управление с 0-го уровня привилегий на любой другой.   
        Эти две команды используются совместно, они действуют не так как команды вызова и возврата и не сохраняют значений в стеке. Параметры этих команд указываются не в операндах, а в регистрах MSR и регистрах общего назначения. Для команды SYSENTER параметры указываются следующим образом:

|  |  |
| --- | --- |
|  | Целевой сегмент кода - в SYSENTER\_CS\_MSR. |
|  | Целевой указатель команд - в SYSENTER\_EIP\_MSR. |
|  | Сегмент стека - вычисляет команда, добавляя 8 к значению в SYSENTER\_CS\_MSR. |
|  | Указатель стека - в SYSENTER\_ESP\_MSR. |

        Для SYSEXIT параметры задаются так:

|  |  |
| --- | --- |
|  | Целевой сегмент кода - значение из SYSENTER\_CS\_MSR + 16. |
|  | Целевой указатель кода - в EDX. |
|  | Сегмент стека - значение из SYSENTER\_CS\_MSR + 24. |
|  | Указатель стека - в ECX. |

        Значения, находящиеся в регистрах MSR, процессором проверяются при их загрузке; при выполнении команд SYSENTER и SYSEXIT проверки сведены к минимуму, обращение к памяти в дескрипторы не происходит и передача управления происходит быстрее.   
        Прочие параметры, используемые при передаче управления и возврате этими двумя командами, должны передаваться программой явно.
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      Некоторые команды, так называемые привилегированные команды, запрещены для использования прикладными программами. Эти команды управляют системными функциями, например, загрузкой системных регистров и они могут выполняться только на нулевом уровне привилегий (т.е. когда CPL = 0). При попытке выполнить их на другом уровне привилегий, генерируется исключение общей защиты.

      Привилегированными являются следующие команды:

|  |  |
| --- | --- |
|  | LGDT - Загрузка регистра GDTR (Load GDT register). |
|  | LLDT - Загрузка регистра LDTR (Load LDT register). |
|  | LTR - Загрузка регистра TR (Load Task Register). |
|  | LIDT - Загрузка регистра IDTR (Load IDT register). |
|  | MOV (в регистр управления) - Чтения и запись регистра управления. |
|  | LMSW - Загрузка младшей половины регистра CR0 (Load Machine Status Word). |
|  | CLTS - Сброс флага переключения задачи в регистре CR0 (Clear Task-Switched flag). |
|  | MOV (в регистр отладки) - Чтение и запись в регистр отладки. |
|  | INVD - Сброс кэша (объявление его недостоверным), без обратной записи. |
|  | WBINVD - Сброс кэша (объявление его недостоверным), с обратной записью. |
|  | INVLPG - Сброс (invalidate) элемента TLB. |
|  | HLT - Остановка процессора. |
|  | RDMSR - Чтение из регистра спецификации модели MRS (Read Model-Specific Register). |
|  | WRMSR - Запись в регистр спецификации модели MSR (Write Model-Specific Register). |
|  | RDPMC - Чтение счётчика мониторинга производительности (Read Performance-Monitoring Counter). |
|  | RDTSC - Чтение счётчика тактов процессора (Read Time-Stamp Counter). |

      Флаги PCE и TSD в регистре CR4 (биты 4 и 2), могут разрешить выполнение команд RDPMC и RDTSC на любом уровне привилегий.

      При работе в защищённом режиме, процессор проверяет все указатели для обеспечения защиты сегментов и поддержки изоляции на разных уровнях привилегий. Проверка указателя состоит из следующих действий:

|  |  |
| --- | --- |
| **1.** | Проверка прав доступа. |
| **2.** | Проверка доступа чтения/записи. |
| **3.** | Проверка предела. |
| **4.** | Проверка возможности доступа к сегменту "владельца" указателя. |
| **5.** | Проверка выравнивания. |

      При выполнении команды процессор автоматически выполняет действия 1, 2 и 3. Программа может явно использовать проверку 4, используя команду ARPL. Пятая проверка выполняется автоматически на уровне привилегий 3, если включена проверка выравнивания.

**Проверка прав доступа (команда LAR).**

      Когда процессор обращается к сегменту через дальний указатель, он выполняет проверку прав доступа целевого дескриптора, чтобы определить, является ли допустимым для данной операции использование этого сегмента (по его типу и уровню привилегий). Если процессор обнаруживает нарушение, то он генерирует исключение.   
      Чтобы избежать исключения, программа перед обращением к сегменту, может проверить его права доступа командой LAR (Load Access Rights).

**Проверка доступа чтения/записи (команды VERR и VERW).**

      При обращении к сегменту, процессор проверяет возможность чтения и записи для данного сегмента. Программа может сделать это явно, используя команды VERR - проверка на чтение (VERify for Reading) и VERW - проверка на запись (VERify for Writing).

**Проверка предела (команда LSL).**

      При обращении к сегменту, процессор проверяет проверку его предела, чтобы определить, является ли допустимым заданное значение смещения. Программа может выполнить эту проверку, используя команду LSL - загрузить предел сегмента (Load Segment Limit).

**Проверка привилегии доступа вызывающей процедуры (команда ARPL).**

      Поле запрошенного уровня привилегий RPL в селекторе содержит уровень привилегий вызывающей процедуры, т.е. её CPL. Прикладная процедура может вызывать системные процедуры (если это позволено) и передавать селекторы сегментов, к которым ей нужно обращаться.   
      Программа может установит значение RPL любым, но при доступе к сегменту вместе с RPL будет учитываться CPL. То значение, которое будет больше, определит итоговый уровень привилегий, с которого обращается программа за доступом к сегменту.   
      Прикладная программа не может обратиться к системным сегментам, даже если она установит значение RPL в 0 - не позволит CPL. Однако, прикладная программа может передать системной процедуре селектор с нулевым RPL и таким образом воспользоваться системным сегментом.   
      Команда ARPL (Adjust RPL - выровнять RPL) может использоваться для того, чтобы скорректировать значение RPL переданного селектора. Если RPL будет меньше, чем CPL вызывающей процедуры, то эта команда установит RPL равным этому CPL. Значение CPL вызывающей команды можно взять из стека - там будет храниться селектор кода вызывающей процедуры (он входит в состав дальнего адреса возврата из процедуры).

**Проверка выравнивания.**

      Когда CPL = 3, можно проверять выравнивание при доступе к памяти - это делается установкой флага AM в CR0 и AC в EFLAGS. Невыравненное обращение к памяти генерирует исключение выравнивания (#AC). На уровнях 0, 1 и 2 это исключение не генерируется. См. описание этого исключения, где приведена таблица с правилами, нарушение которых приводит к исключению выравнивания.

**Свойства системных команд.**

**Таблица 6-1. Список свойств системных команд**

|  |  |  |  |
| --- | --- | --- | --- |
| **Команда** | **Описание** | **Полезна для прикладной программы** | **Защищена от прикладной программы** |
| LLDT | Загрузка регистра LDTR | Нет | Да |
| SLDT | Сохранение регистра LDTR | Нет | Нет |
| LGDT | Загрузка регистра GDTR | Нет | Да |
| SGDT | Сохранение регистра GDTR | Нет | Нет |
| LTR | Загрузка регистра задачи TR | Нет | Да |
| STR | Сохранение регистра задачи | Нет | Нет |
| LIDT | Загрузка регистра IDTR | Нет | Да |
| SIDT | Сохранение регистра IDTR | Нет | Нет |
| MOV CRi | Загрузка и сохранение регистров управления | Нет | Да |
| SMSW | Сохранение MSW | Да | Нет |
| LMSW | Загрузка MSW | Нет | Да |
| CLTS | Сброс флага TS в CR0 | Нет | Да |
| ARPL | Коррекция поля RPL | Да[1](http://sasm.narod.ru/docs/pm/pm_pr/chap_6.htm#notes) | Нет |
| LAR | Загрузка прав доступа | Да | Нет |
| LSL | Загрузка предела сегмента | Да | Нет |
| VERR | Проверка на чтение | Да | Нет |
| VERW | Проверка на запись | Да | Нет |
| MOV DBi | Загрузка и сохранение регистров отладки | Нет | Да |
| INVD | Сброс кэша без обратной записи | Нет | Да |
| WBINVD | Сброс кэша с обратной записью | Нет | Да |
| INVLPG | Сброс элемента TLB | Нет | Да |
| HLT | Остановка процессора | Нет | Да |
| LOCK | Префикс блокировки шины | Да | Нет |
| RSM | Возврат из режима системного управления | Нет | Да |
| RDMSR[3](http://sasm.narod.ru/docs/pm/pm_pr/chap_6.htm#notes) | Чтение регистра MSR | Нет | Да |
| WRMSR[3](http://sasm.narod.ru/docs/pm/pm_pr/chap_6.htm#notes) | Запись регистра MSR | Нет | Да |
| RDPMC[4](http://sasm.narod.ru/docs/pm/pm_pr/chap_6.htm#notes) | Чтение счётчика мониторинга производительности | Да | Да[2](http://sasm.narod.ru/docs/pm/pm_pr/chap_6.htm#notes) |
| RDTSC[3](http://sasm.narod.ru/docs/pm/pm_pr/chap_6.htm#notes) | Чтение счётчика тактов | Да | Да[2](http://sasm.narod.ru/docs/pm/pm_pr/chap_6.htm#notes) |

Примечания:

|  |  |
| --- | --- |
| **1.** | Полезна для программ, работающих на уровнях привилегий 1 и 2. |
| **2.** | Флаги TSD и PCE в регистре CR4 управляют доступом к этим командам для программ, работающих на 3-м уровне привилегий. |
| **3.** | Эти команды впервые появились в процессоре Pentium. |
| **4.** | Эта команда появились в процессоре Pentium Pro и Pentium MMX. |

Глава 7. Защита на уровне страниц. ![http://top.list.ru/counter?id=213421;js=13;r=http%3A//sasm.narod.ru/docs/pm/pm_pr/chap_6.htm;j=false;s=1280*1024;d=24;rand=0.9306873783967442](data:image/gif;base64,R0lGODlhAQABAIAAAMDAwAAAACH5BAEAAAAALAAAAAABAAEAAAICRAEAOw==)

      При использовании защиты на уровне страниц, каждое обращение к памяти проверяется до того, как оно произойдёт и при выявлении нарушений, генерируется исключение страничного нарушения. Эта проверка происходит параллельно трансляции адреса и не приводит к потере производительности.   
      Процессор выполняет две проверки защиты на уровне страниц:

|  |  |
| --- | --- |
|  | Ограничение адресного пространства (системный и пользовательский режимы). |
|  | Тип страницы (только чтение или чтение/запись). |

      Защитная информация для страниц хранится в двух флагах каждого элемента каталога или таблицы страниц:

|  |  |
| --- | --- |
|  | флаг чтения/записи (бит 1 элемента), |
|  | флаг система/пользователь (user/supervisor) (бит 2 элемента). |

**Ограничение адресного пространства.**

      Защитный механизм страниц, позволяющий ограничить доступ к страницам, основан на двух уровнях привилегий:

|  |  |
| --- | --- |
|  | **Режим системы** (supervisor mode - флаг U/S равен 0) - Наиболее привилегированный. Для ядра операционной системы и защищённых страниц кода (например, драйверы) и данных (например, таблицы страниц). |
|  | **Режим пользователя** (user mode - флаг U/S равен 1) - Не привилегированный. Для прикладного кода и данных. |

      Если процессор находится на нулевом уровне привилегий, то он работает в режиме системы, если на любом другом уровне (1, 2 или 3) - то в режиме пользователя.   
      В режиме системы процессору доступны все страницы, в режиме пользователя - только пользовательские.   
      Если операционная система использует плоскую модель памяти, в которой сегменты могут перекрываться, то защита на уровне сегментов не всегда действует, т.к. сегмент прикладной программы может быть отображён на системный сегмент и единственной защитой по привилегиям остаётся защита на уровне страниц.

**Тип страницы.**

      Есть два типа страниц:

|  |  |
| --- | --- |
|  | С доступом только для чтения (флаг R/W равен 0). |
|  | С доступом по чтению и записи (флаг R/W равен 1). |

      Когда процессор находится в режиме системы и флаг WP в CR0 сброшен (это его состояние после инициализации), все страницы являются доступными для чтения и записи (защита от записи игнорируется). Когда процессор находится в режиме пользователя, он может записывать только в пользовательские страницы с доступом по чтению и записи. Системные страницы для процессора в таком режиме не доступны и при попытке обращения к ним, процессор генерирует исключение страничного нарушения.   
      Процессоры семейства P6, Pentium и Intel486 позволяют защитить пользовательские страницы от записи процессором, находящимся с режиме системы. Это делается установкой в 1 флага WP в регистре CR0.

      Атрибуты защиты для страниц в таблице страниц, могут отличаться от атрибутов, установленных в самой таблице страниц. Совместное действие этих атрибутов, при сброшенном флаге WP, показано в таблице 4-2.

**Совместная защита на уровне сегментов и страниц.**

      При разрешённом страничном преобразовании, процессор сначала проверяет защиту на уровне сегментов, а потом - на уровне страниц. Если обнаруживается ошибка, процессор не производит обращения к памяти и генерирует исключение.   
      Защита на уровне страниц не перекрывает защиту на уровне сегментов. Например, сегмент кода по определению на записываемый; установка страниц, на которые он отображён, как страницы с доступом по чтению и записи всё равно не делает возможным запись в сегмент кода.

**Таблица 4-2. Совместная защита каталога и таблиц страниц.**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Элемент каталога страниц** | | **Элемент таблицы страниц** | | **Совместный эффект** | |
| **Приви- легия** | **Тип доступа** | **Приви- легия** | **Тип доступа** | **Приви- легия** | **Тип доступа** |
| User | Только чтение | User | Только чтение | User | Только чтение |
| User | Только чтение | User | Чтение и запись | User | Только чтение |
| User | Чтение и запись | User | Только чтение | User | Только чтение |
| User | Чтение и запись | User | Чтение и запись | User | Чтение и запись |
|  | | | | | |
| User | Только чтение | System | Только чтение | System | Чтение и запись\* |
| User | Только чтение | System | Чтение и запись | System | Чтение и запись\* |
| User | Чтение и запись | System | Только чтение | System | Чтение и запись\* |
| User | Чтение и запись | System | Чтение и запись | System | Чтение и запись\* |
|  | | | | | |
| System | Только чтение | User | Только чтение | System | Чтение и запись\* |
| System | Только чтение | User | Чтение и запись | System | Чтение и запись\* |
| System | Чтение и запись | User | Только чтение | System | Чтение и запись\* |
| System | Чтение и запись | User | Чтение и запись | System | Чтение и запись\* |
|  | | | | | |
| System | Только чтение | System | Только чтение | System | Чтение и запись\* |
| System | Только чтение | System | Чтение и запись | System | Чтение и запись\* |
| System | Чтение и запись | System | Только чтение | System | Чтение и запись\* |
| System | Чтение и запись | System | Чтение и запись | System | Чтение и запись |

Примечание:

|  |  |
| --- | --- |
| \* | Если флаг WP в CR0 установлен, тип доступа определяется флагом R/W элемента каталога или таблиц страниц. |